



















































































performs functions unrelated to the TALF Program, such work may be performed outside of the
segregated physical location, provided that such Restricted Person must observe TALF Program
confidentiality requirements at all times. Restricted Persons shall be given new computers to be
kept in the segregated physical location and all work related to providing the Services at Trepp’s
office will be conducted only on such computers. Data needed in connection with the Services,
whether input or output, will be housed on secure servers, separate from Trepp s primary Servers.
These servers will initially be at Trepp’s current web hosting facility in

following execution of this Agreement, Trepp will engage a third party which is SAS 70
compliant as a hosting provider for the project.

Restricted Persons may not remove any TALF Program Confidential Information from the
segregated location unless appropriate precautions are taken to ensure that such TALF Program
Confidential Information remains secure. All discussions of TALF Program Confidential
Information shall be conducted in the segregated location or in an appropriate alternative secured
area.

Access to the physical location that is segregated from other Trepp associates shall be limited to
only those employees identified as Restricted Persons. An electronic keypass allowing access to
this location will be required for entrance into the segregated space and shall be limited to
Restricted Persons. A Restricted Person that no longer is considered to have TALF Program
Confidential Information or access to such TALF Program Confidential Information will be
removed from the list and identified as non-restricted.

In addition, the CCO and senior attorneys supporting the compliance personnel may have access
to the segregated area for purposes of implementing and monitoring these procedures.

Special Restrictions Applicable to Restricted Persons that are Portfolio Managers

Due to the sensitive nature of the information obtained as a result of the engagement with the
TALF Program and the potential for conflicts of interest, if any Restricted Persons are portfolio
management professionals, they shall be prohibited from trading Restricted ABS in accordance
with restrictions in the Collateral Monitor Agreement on behalf of anyone. Such Restricted
Persons may resume performing these functions for other clients in accordance with restrictions
in the Collateral Monitor Agreement after such persons are no longer performing CMBS-related
services for the TALF Program.

Restricted Persons who are not portfolio management professionals may perform functions
unrelated to the TALF Program, subject to compliance with the other sections of this policy and
the Collateral Monitor Agreement.

Discussion of Non-Confidential Information Regarding the TALF Program

A Restricted Person may speak with an unrestricted person regarding the TALF Program or vice
versa, only if the information shared by the Restricted Person does not involve any TALF
Program Confidential Information. Such communication is permitted only with prior
consultation with the compliance personnel. The compliance personnel will evaluate any issues
arising from such communication, including the likelihood that TALF Program Confidential
Information will be revealed. If permitted, the compliance personnel shall define the permitted

E-3



scope of such communication to both parties. Any such communications shall only take place in
the presence of compliance personnel.

An employee who is not assigned to work on the TALF Program, and therefore who is not
defined as a Restricted Person, will not be permitted to respond to any inquiry about the
program and must direct all inquiries to the appropriate Restricted Person (e.g., the CCO
or any attorney in the legal department).

Personal Trading by Restricted Persons

Trepp shall be subject to a Code of Ethics as, or will adopt a Code of Ethics as if it were, an
“investment company” and all of its Restricted Persons shall be subject to such Code of Ethics as
would be required by Rule 17j-1 under the Investment Company Act of 1940 and Rule 206A-1
of the Investment Advisers Act of 1940. All Restricted Persons of Trepp are considered access
persons and are subject to the preclearance and reporting requirements of Trepp’s Code of
Ethics.

The Code of Ethics shall include provisions advising Restricted Persons of their obligations and
requirements under the law and the penalties they will face by trading on inside information or
information obtained by their role within Trepp, which may be considered material non-public
information. The provisions and obligations of the Code of Ethics apply to Trepp’s provision of
the Services under the TALF Program and Restricted Persons are strictly prohibited from trading
on any confidential information obtained through their duties as an employee with access to the
TALF Program.

During any Restricted Person’s assignment to provide Services under the TALF Program and for
6 weeks thereafter, such Restricted Person may not purchase or sell any stock or debt securities
of (1) ABS, (2) any bank, bank holding company or insurance company or (3) any other financial
institution that is a recipient of funds pursuant to an economic stabilization program adopted by
the United States Treasury or the Federal Reserve System. A Restricted Person may, however,
own interests as part of a mutual fund and interests acquired prior to such Restricted Person’s
assignment to provide Services under the TALF Program. To ensure compliance with this
provision, a Restricted Person may be required to submit financial statements and/or other
information upon the request of the compliance personnel. If any Restricted Person currently
holds ABS or restricted financial interests, such Restricted Person should discuss whether such
interest poses a conflict that requires some remediation plan or waiver with the compliance
personnel. The compliance personnel shall conduct periodic reviews of all employee trading
activity with the objective of detecting activities inconsistent with the firm’s Code of Ethics.

Special Requirements for System Security

Trepp’s computer systems will implement measures that are reasonably designed to restrict
access to TALF Program Confidential Information only to those individuals identified as
Restricted Persons. At the time a person is removed from the Restricted Person list and is no
longer in possession of TALF Program Confidential Information, their access to the system used
for the TALF Program shall be removed. It shall be considered a serious violation if an
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employee, who is not identified as a Restricted Person, circumvents or attempts to circumvent
established procedures to access the system without authorization.

Through the use of network storage capabilities, Trepp will save and store documents that are
accessible to specific users assigned to the TALF Program. The network shall allow users to
save and store documents in a folder structure that is identified as a specific directory on Trepp’s
network. The directory will only be accessible to Restricted Persons.

Trepp shall limit access to printers and fax machines in the segregated location to Restricted
Persons only. Printers and fax machines outside of the segregated location may not be used by
the Restricted Persons while they are assigned to working in the segregated area.

Email communications must be encrypted and secured to the satisfaction of the Bank based upon
agreed to procedures. Trepp shall also engage a secondary secure email provider for purposes of
internal communication regarding this project, including communication with its subcontractor
PPR. After hours, team members will be able to access the desktop computers used to provide
the Services via

Trepp shall ensure that all critical applications and its data synchronized three times daily via
redundant computer equipment and disk arrays located at a production data center that is located
at a separate facility. Specific details of this redundancy and additional protections are outlined
in Trepp’s Disaster Recovery Plan and Procedures, which shall be available for review.

Incident Reporting

Employees of Trepp shall be required to promptly report any breach or suspected breach of these
procedures to the compliance personnel. The compliance personnel shall maintain a log of all
incidents and will complete a review of any reported incidents. The results of the review shall be
analyzed and reported to the Bank. Appropriate actions or mitigating remedies, such as
counseling an employee, will be identified and implemented in an effort to avoid similar
incidents. Trepp shall report to the Bank the occurrence of any Risk Event.

Compliance Training

All Restricted Persons, other than Trepp lawyers, shall complete compliance training specifically
designed for use with the management of the TALF Program.

The compliance training program will inform each employee of their obligations as a Restricted
Person under these procedures.

The compliance personnel shall be responsible for ensuring each Restricted Person is properly
trained and that all required documentation, including the non-disclosure agreement, has been
completed prior to placing any individual behind the ethical wall.

Privacy Policy

Trepp’s privacy policies are intended to supplement the controls in place for the protection of
TALF Program Confidential Information. Trepp considers customer privacy to be a fundamental
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aspect of its ability to effectively provide the Services and maintain trust with the client. The
comphiance personnel shall oversee Trepp’s program to safeguard non-public personal
information as is or would be required by Regulation S-P. Trepp has adopted procedures that are
designed to restrict access to this information. As a matter of policy, Trepp will not disclose any
personal or account information provided by clients to non-affiliated third parties, except as
required by law or as otherwise permitted under such contracts with clients.

Compliance Monitoring

Trepp will assign staff who will be responsible for testing and monitoring Trepp’s compliance
policies and procedures. It is understood and agreed that such persons shall not be dedicated on
a full time basis to performing such testing and monitoring. Trepp’s compliance program shall
be assessed on an annual basis as part of an ongoing testing and monitoring process.

Trepp’s compliance program and its assessment process shall include assessment of procedures
reasonably designed to prevent violations of its obligation under the TALF Program. The
requirements of the compliance program established by Trepp will be applied to testing and
monitoring of the procedures for providing the Services under the TALF Program.

The Chief Compliance Officer (“CCO”) shall be an employee or officer of Trepp. The testing
and monitoring team will be required to perform periodic tests to ensure that all procedures
established for the control of confidential information obtained as a result of the TALF Program
are being followed.

The testing and monitoring policies shall be included as part of the compliance program
monitoring the controls in place and will include, but is not limited to, the following:

¢ Periodic review of the list of Restricted Persons maintained by the CCO to verify all
employees identified as such are properly documented;

¢ Perform a sample a review of emails and other written communication used by
Restricted Persons and other parties;

¢ Include as part of the various reviews of trading activity which may be relevant to the
management of the TALF Program;

¢ Review of employee’s adherence to the personal trading policies set forth in Trepp’s
Code of Ethics; and

¢ Periodic review of those employees granted access to the segregated physical location
as well as any records of access if deemed necessary.
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SCHEDULE F

List of Initial TALF Team Members - Trepp

TALF Team Members that will straddle ethical wall:

Dedicated TALF Team Members who will be behind the ethical wall:

Support persons to the team behind the ethical wall:

Persons performing compliance functions:

Initial TALF Team Members — PPR

TALF Team Members that will straddle ethical wall:

Dedicated TALF Team Members who will be behind the ethical wall:
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Persons performing compliance functions:
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FEDERAL RESERVE BANK OF NEW YORK

33 LIBERTY STREET, NEW YORK, NY 10045-0001

September 22, 2010

Trepp, LLC

477 Madison Avenue
New York, NY 10022
USA

Dear :

We are writing in respect of the Collateral Monitor Agreement between Trepp,
LLC and the Federal Reserve Bank of New York, dated as of June 12, 2009 (the
"Agreement"). Pursuant to Section 7.1 of the Agreement, we hereby notify you that we
designate October 20, 2010 as the termination date of the Agreement.

Sincerely,

Executive Vice President
Federal Reserve Bank of New York

Note: The actual termination date was October 22, 2010.



